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Data Privacy and Cybersecurity

Camilla Sand Fink and Amanda Langeland Knudsen1

Introduction
Data privacy in M&A transactions
In the Nordic countries, data privacy is mainly governed by the EU General Data Protection 
Regulation2 (GDPR). ‘Personal data’ covers an extensive range of different information about 
natural persons and, according to the GDPR, ‘personal data’ means ‘any information relating 
to an identified or identifiable natural person, who can be identified directly or indirectly’.3 
Furthermore, ‘processing’ means ‘any operation or set of operations that is performed on 
personal data or on sets of personal data, whether or not by automated means, such as collec-
tion, recording, organising, structuring, storage, adaption, alteration, retrieval, consultation, use, 
disclosure by transmission, dissemination or otherwise making available, alignment or combi-
nation, restriction, erasure or destruction’.4

In practice, these wide definitions of personal data and processing mean that the vast 
majority of European companies’ processing of information on employees, private customers, 
business partners, newsletter recipients, website users, etc is subject to the GDPR. 

Consequently, when dealing with Nordic M&A transactions all parties involved in the trans-
action should be aware of the personal data often handled throughout the transaction and the 
data privacy considerations at all stages of the transaction, including especially the parties’ 
disclosure of personal data, international data transfers, the use of data processors and the 
general security level when handling personal data. 

1 Camilla Sand Fink is a senior associate and Amanda Langeland Knudsen is a law student at Clemens 
Law Firm. 

2 Regulation (EU) No. 2016/679 of the European Parliament and of the Council of 27 April 2016 on the 
protection of natural persons with regards to the processing of personal data and on the free movement 
of such data, and repealing Directive 95/46/EC (General Data Protection Regulation).

3 Article 4(1) of the GDPR.
4 Article 4(2) of the GDPR.
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Furthermore, the parties should be aware of the risks for both buyer and seller if the target 
company’s general data privacy compliance level is insufficient and the consequential risk of 
legal, reputational and other commercial exposure. Typically, the main risks in practice are the 
risk of losing business partners owing to contractual compliance issues, the administrative 
burden of handling data subject rights requests as well as any complaint to the competent data 
protection agency and at worst the risk of criminal proceedings and being imposed with a fine 
or other sanctions. If the target company is subject to the GDPR, infringement may result in 
the target company being fined up to €20 million, or up to 4 per cent of the total global annual 
turnover of the preceding financial year, whichever is higher.5 

This chapter reviews the main data privacy issues in the different stages of Nordic M&A 
transactions and the focus throughout the chapter will be on share transfers, unless otherwise 
specified.

Applicable data privacy law in Nordic M&A transactions
Many M&A transactions have an international scope and involve transacting parties, the target 
company, employees, service providers, advisers, etc from more than one country.

The GDPR applies to the processing of personal data in the context of the activities of an 
establishment of a data controller or data processor in the EU or EEA regardless of whether the 
processing takes place in the EU or EEA, or if the processing activities are carried out by a party 
not established in the EU or EEA but in a place where EU law applies by virtue of public interna-
tional law. Furthermore, the GDPR applies to the processing of personal data of data subjects in 
the EU or EEA by a controller or processor not established in the EU or EEA when the processing 
is related to the offering of goods or services or monitoring of behaviour within the EU or EEA.6 

For example, if the target company headquarters are established in the EU or EEA with 
branches established both in the EU or EEA and in third countries but all administration, HR, 
marketing, etc is handled at the headquarters, the target company’s processing of personal data 
is subject to the GDPR regardless of whether the personal data is related to a branch outside 
the EU or EEA. Furthermore, a target company established outside the EU or EEA but oper-
ating in the European private consumer market will be subject to the GDPR with regards to the 
processing of European customer data and website monitoring (cookies). 

The Nordic countries, Denmark, Finland, Iceland, Norway and Sweden, are members of 
the EU or EEA and subject to the GDPR, whereas Greenland and the Faroe Islands are neither 
members of the EU nor the EEA and therefore not subject to the GDPR. 

In addition to the GDPR, Denmark, Finland, Iceland, Norway and Sweden have passed 
national supplemental data privacy legislation, which must be interpreted in accordance with 
the principles in the GDPR and the respective national legislation is therefore largely similar 
across these countries. 

Both Greenland and the Faroe Islands have passed national data protection legislation, 
which to a certain extent is equivalent to the GDPR. Furthermore, the EU Commission has 
adopted an adequacy decision regarding the Faroe Islands’ level of data protection, meaning 
that the Faroe Islands is a ‘safe third country’. 

5 Article 83 of the GDPR.
6 Article 3 of the GDPR.
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Notwithstanding the overall similarity in Nordic data privacy legislation, it is important 
to note that Greenland and the Faroe Islands are not subject to the GDPR, and that there are 
fundamental differences in the national data privacy legislation of the Nordic countries, for 
example, regarding the legal grounds for processing national security numbers, information 
related to criminal convictions or personal data related to children. Furthermore, it is important 
to note that any rules governing the processing of personal data in other national legislation (lex 
specialis) as a clear starting point will take precedence over the GDPR and the national supple-
mentary data privacy legislation. 

Data controllers and data processors
Initially, the target company must establish the parties’ respective data responsibility regarding 
the personal data that is to be processed and disclosed for the purpose of the transaction 
process. Naturally, the target company acts as an independent data controller with regard to the 
personal data related to the target company’s employees, customers, newsletter recipients, etc.

As a clear starting point the seller, the potential buyer, external legal counsel, accountants 
and real estate agents all act as independent data controllers7 with regard to the personal data 
disclosed in connection with the transaction, whereas data room providers or third-party admin-
istrators typically act as data processors, which means that they process the disclosed personal 
data on behalf of the data controller (the target company), and that the data controller and the 
service provider are obliged to enter into a data processor agreement (DPA). 

Normally, the data processor will provide the DPA in connection with the data room service 
agreement, but as data controller the target company has the overall responsibility for the 
processing of the personal data and is therefore legally obliged to ensure that the data processor 
meets the requirements of the GDPR. Consequently, the target company must ensure that the 
DPA meets the requirements of article 28 of the GDPR as well as any applicable supplementary 
data privacy legislation.

When personal data is disclosed between independent data controllers, there are no legal 
requirements in the GDPR for the parties to enter into any agreements regarding the parties’ 
responsibilities, and the parties are overall responsible for their own compliance with the GDPR 
when processing the personal data disclosed in relation to the transaction. Consequently, the 
seller should already in the early stages of the discussions with a potential buyer consider 
including the highest possible level of data protection in addition to the common confidentiality 
clauses set out in the NDA (eg, a warranty from the potential buyer that the disclosed personal 
data will be handled in accordance with applicable data protection legislation). Conversely, the 
potential buyer may seek a warranty from the seller that any disclosure of personal data in 
connection to the transaction is lawful.

Due diligence – disclosure of personal data
In a typical scenario the potential buyer conducts a detailed investigation of the target company 
in order to determine the business case and legal, financial or other risks associated with the 
completion of the transaction in question. Consequently, the due diligence process will involve 

7 Article 4(7) of the GDPR.
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the target company’s disclosure of personal data to the potential buyer, including but not limited 
to personal data regarding employees, service providers, business partners, customers, etc. 

When the target company is subject to the GDPR, the target company must meet the require-
ments for processing of personal data under the GDPR to be able to legally disclose personal 
data to a potential buyer, including the general principles as laid down in article 5 of the GDPR:
• lawfulness, fairness and transparency: personal data shall be processed lawfully, fairly and 

in a transparent manner in relation to the data subject;8

• purpose limitation: personal data shall be collected for specified, explicit and legitimate 
purposes and not further processed in a manner incompatible with those purposes;9

• data minimisation: personal data shall be adequate, relevant and limited to what is neces-
sary in relation to the purposes for which they are processed;10

• accuracy: personal data shall be accurate and kept up to date;11

• storage limitation: personal data shall be kept in a form that permits identification of the 
data subject for no longer than is necessary for the purposes for which the personal data 
are processed;12 and

• integrity and confidentiality: personal data shall be processed in a manner that ensures 
appropriate security of the personal data.13

Legitimate purposes and data minimisation
When establishing the target company’s legitimate purpose to disclose personal data to the 
potential buyer, the target company must assess whether the specific personal data is necessary 
for the potential buyer to evaluate the target company and to close the transaction. If the specific 
personal data is unnecessary for the fulfilment of theses purposes and the target company fails 
to otherwise establish a legitimate purpose for the disclosure, the disclosure will be illegal. The 
legitimate purpose must be based on a ‘need to know’ and not a ‘nice to know’ assessment as 
well as on a case-by-case basis. 

In this regard, it is important to note that personal data may go unnoticed in key docu-
ments that are fundamental for the potential buyer to be able to assess the target company. For 
example, there may be various personal data in employment agreements, settlement agree-
ments, purchase agreements, documents related to legal disputes, etc. As a rule, redaction 
difficulties or the inconvenience redaction or anonymisation might entail do not establish a legit-
imate purpose for disclosing unredacted documents including personal data that is essentially 
irrelevant to the potential buyer.

Personal data in such key documents and other personal data irrelevant to the transaction 
or unnecessary for the fulfilment of the parties’ legitimate purposes for the disclosure must 
therefore be redacted or otherwise anonymised prior to the disclosure.

8 Article 5(1)(a) of the GDPR.
9 Article 5(1)(b) of the GDPR.
10 Article 5(1)(c) of the GDPR.
11 Article 5(1)(d) of the GDPR.
12 Article 5(1)(e) of the GDPR.
13 Article 5(1)(f) of the GDPR.
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The establishment of a legal basis for disclosure of personal data
The target company must ensure that the impending disclosure of all necessary personal data 
to the potential buyer is lawful. 

In practice, the target company must establish a legal basis for the disclosure of ‘ordinary 
personal data’ such as names, contact information, education, salary, title, etc in accordance 
with article 6 of the GDPR.

Furthermore, it is important to note that the different national supplemental data privacy 
legislation to some extent may provide a specific legal basis regarding some categories of ordi-
nary personal data (eg, national security numbers and information related to criminal convic-
tions or children). 

Provided that the target company has established a legitimate purpose, the target company 
may as a starting point disclose relevant ordinary personal data to a potential buyer with reference 
to the legal basis in article 6(1)(f) of the GDPR according to which the processing of personal data 
is lawful ‘if the processing is necessary for the purposes of the legitimate interests pursued by 
the parties, except where such interests are overridden by the interests or fundamental rights 
of the data subject’, because the parties have a legitimate interest in selling or buying the 
target company, or – if applicable – with reference to the legal basis in article 6(1)(c) the GDPR 
according to which the processing of personal data is lawful ‘if it is necessary to comply with legal 
obligations’.

In general, it is not advisable to rely on consent14 as a legal basis for the disclosure of 
personal data in relation to an M&A transaction because the premise of a valid consent is that 
it is given freely and may be withdrawn at any time. In most categories of data subjects whose 
personal data is to be disclosed in connection with the transaction, consent is therefore not 
possible to obtain because information regarding the M&A process in practice will be strictly 
confidential at this stage of the transaction process. If disclosure of personal data in the due 
diligence phase must exceptionally be based on consent, it is important to note that the consent 
must be a freely given, specific, informed and unambiguous indication of the data subject’s 
wishes to be lawful.15 

In terms of ‘sensitive personal data’ such as information regarding health, trade union 
membership, political beliefs or sexual orientation, the target company must establish a legal 
basis for the disclosure in accordance with article 9 of the GDPR.

As a starting point, disclosure of sensitive personal data requires consent from the data 
subject,16 which is normally impossible in the due diligence phase because of the confidential 
nature of the transaction process. The target company may to some extent be able to disclose 
sensitive personal data lawfully with reference to the legal basis in article 9(2)(b) of the GDPR, 
according to which the processing of such personal data is lawful ‘if it is considered necessary for 
the purposes of carrying out the obligations and exercising specific rights of the target company 
or the data subject in accordance with employment law, social protection law or collective agree-
ments’, but in general it is recommended that all sensitive personal data is anonymised prior to 
disclosure thereof to the potential buyer if at all possible. 

14 In accordance with article 6(1)(a) of the GDPR.
15 Article 4(11) of the GDPR.
16 Article 9(2)(a) of the GDPR.
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When assessing the legal basis for disclosing personal data in relation to the due diligence 
process, it is important to note that the national supplemental data protection laws may also 
provide one or several legal bases for the processing of specific categories of personal data. For 
example, if a Danish target company subject to the GDPR and the Danish supplemental Data 
Protection Act is to establish legal grounds for the disclosure of national registration numbers, the 
Danish Data Protection Act provides legal basis if disclosure is requested by a public authority.17 
Furthermore, if the target company wishes to disclose information related to criminal convictions, 
the Danish Data Protection Act also provides a specific legal basis, if disclosure is necessary for 
the purpose of legitimate private or public interests, except where such interests are overridden 
by the interest in keeping the information confidential.18 

The establishment of a legal basis for third-country transfers
According to article 44 of the GDPR, transfers of European personal data to countries outside the 
EU or EEA (third-country transfers) are restricted and may only take place under the conditions 
laid down in articles 45 to 49 of the GDPR to ensure that the level of data protection guaranteed 
by the GDPR is not undermined. 

If the personal data is to be disclosed to a potential buyer, external adviser or data processor 
established outside the EU or EEA, the target company must ensure that the relevant third 
country provides an adequate level of data protection19 or that the receiving party can provide 
appropriate safeguards20 prior to the disclosure. 

It is important to note that in general ‘transfer of personal data to third countries’ not only 
includes actual transfer of the data but also includes when the data is made accessible to enti-
ties outside the EU or EEA,21 which means that the rules apply when a target company makes 
personal data available to a potential buyer established outside the EU in the due diligence 
phase of an M&A transaction. 

The different options for establishing legal basis for the third-country transfer are laid down 
in articles 46 to 49 of the GDPR. If the EU Commission has not adopted an adequacy decision22 
regarding the third country to which the personal data is to be transferred, it is common to estab-
lish an adequate level of protection by entering into the EU Commission’s standard contrac-
tual clauses23 in accordance with article 46(2)(c) of the GDPR, which must include a transfer 

17 Section 11(2)(3) of the Danish Data Protection Act.
18 Section 8(4) of the Danish Data Protection Act.
19 Article 45 of the GDPR.
20 Article 46 of the GDPR.
21 EDPB Guidelines 05/2021 on the interplay between the application of article 3 and the provisions on 

international transfers as per chapter V of the GDPR: https://edpb.europa.eu/system/files/2021-11/
edpb_guidelinesinterplaychapterv_article3_adopted_en.pdf 

22 At the time of writing, the EU Commission has adopted adequacy decisions regarding transfers to: 
Andorra, Argentina, Canada (commercial organisations), the Faroe Islands, Guernsey, Israel, the Isle of 
Man, Japan, Jersey, New Zealand, Switzerland, the United Kingdom and Uruguay.

23 The standard contractual clauses are available on the EU Commission website: https://
ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/
standard-contractual-clauses-scc_en.
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impact assessment following the Schrems II ruling of 16 July 2020 by the Court of Justice of the 
European Union.

Transparency
The target company must also ensure that the data subjects whose personal data are to be 
disclosed in relation to the transaction are provided with the mandatory information regarding 
the processing activities in accordance with articles 13 and 14 of the GDPR. 

Thus, in the initial stages of an M&A transaction, information regarding the transaction 
discussions will be strictly confidential and the target company is therefore unlikely to be able 
to provide employees, customers, etc with any information regarding the disclosure of their 
personal data to the potential buyer, data providers, etc. 

In practice, the target company should therefore provide employees, customers, etc with 
general information regarding the processing of their personal data in relation to possible future 
transactions, when initially collecting the personal data from the data subject. Such information 
is usually provided to the data subjects in the company’s internal and external privacy policy. 
Furthermore, the target company should always seek to minimise the disclosure of personal 
data by anonymising personal data to the extent possible without compromising the potential 
transaction.

Normally, the potential buyer has only limited access (in the data room) to the personal 
data in the due diligence phase, and at this stage the potential buyer is as a starting point not 
considered to be processing the personal data in the terms of article 4(2) of the GDPR,hence the 
obligations to provide information on the processing activities in articles 13 and 14 of the GDPR 
are unlikely to apply. 

If the potential buyer is exceptionally processing the personal data received from the target 
company during the transaction process, the buyer will not have obtained the personal data 
directly from the data subjects but from the target company, which means that the rules on 
providing information to the data subject in article 14 of the GDPR apply. However, the obligations 
laid down in article 14(1-4) may not apply if complying with these obligations ‘is likely to render 
impossible or seriously impair the achievements of the objectives of the processing’.24 Whether 
or not this exemption applies must be assessed on a case-by-case basis. 

Notwithstanding the above exemptions for the buyer to comply with its obligations under 
articles 13 and 14 of the GDPR, the buyer must provide the data subjects with the information 
when the transaction is final and public, and its confidential nature no longer prevents the buyer 
from complying with these obligations. 

Appropriate security level
Normally, the target company will disclose relevant documents and information to the potential 
buyer in a data room set up and hosted by an external data room provider. When selecting the 
data room provider, it is important to ensure that the data room provider is able to provide a high 
level of data security to minimise the risk of data loss, third-party disclosure or other security 
breaches. Furthermore, the target company must ensure that the service provider is able to 
delete any personal data in accordance with the target company’s retention policy. The target 

24 Article 14(5)(b) of the GDPR. 
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company’s requirements for the data room provider’s data security, deletion, etc are governed 
by the DPA, as the data room provider as a rule will act as data processor.

Furthermore, the parties should carefully consider who is granted access to the data 
disclosed in the data room and ensure that the terms of access are sufficient.

In case of a data breach that compromises personal data for which the target company is 
responsible, the target company shall without undue delay and no later than 72 hours after having 
become aware of the breach, notify the competent data protection agency of the data breach, 
unless the breach is unlikely to result in a risk to the rights and freedoms of the data subjects 
whose personal data have been compromised.25 According to several European data protection 
authority guidelines, most personal data breaches will result in a risk to the rights and freedoms 
of the data subject and shall consequently be notified to the competent data protection agency. 

Due diligence – target company compliance
Before the GDPR came into force on 25 May 2018, most companies in the Nordic countries did not 
worry much about data privacy, because infringement of the data privacy legislation in general was 
not fined or otherwise associated with any substantial risk of sanctions or commercial exposure. 
Infringement of the GDPR and the national supplemental data privacy laws is subject to a fine up 
to €20 million or up to 4 per cent of the total global annual turnover of the preceding financial 
year, whichever is higher. Furthermore, mainly owing to the massively increased general focus on 
data privacy compliance resulting from the GDPR and technical developments, non-compliance 
with data privacy rules will in many cases be associated with considerable commercial risks (eg, 
the risk of losing a supplier or customer or consumer boycotts if a company is perceived as irre-
sponsible in terms of data privacy). Naturally, due diligence regarding the target company’s data 
privacy compliance level has become more common in Nordic M&A transactions post-GDPR and 
an important part of the due diligence process, because the potential buyer must be able to assess 
the overall conditions of the target company, including the scope of any post-transaction GDPR 
compliance work, the risk of fines or other sanctions or commercial exposure of non-compliance, 
which may damage the target company or the potential buyer’s reputation. 

Naturally, the extent of due diligence regarding data privacy compliance should reflect the 
target company’s business area, the amount of data processed by the target company regarding 
employees, private customers, newsletter recipients, etc, the size and public profile of the target 
company. For example, if the target company has few employees and only operates within the 
B2B retail market the risk of data subject requests, complaints, data security breaches, etc is 
significantly lower than if the target company’s business consists of acting as data controller, if 
the target company operates within the B2C market or if the target company’s business include 
processing of sensitive or confidential personal data. 

Information on data privacy compliance
Regardless of the target company’s business and size, the potential buyer should as a minimum 
request the following documents and information regarding the target company’s data privacy 
compliance level in the due diligence phase.

25 Article 33 of the GDPR.
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Mandatory records and documentation for legal basis
• Mandatory article 30 records of processing, including an overview of the categories of 

personal data collected and processed by the target company, retention policies, descrip-
tion of recipients of the personal data, any third country transfers, etc.

• Consent management procedures, including procedures for ensuring adequate documen-
tation and handling of consent withdrawal.

• Overview of all processing activities based on consent and a copy of all relevant consent 
forms (eg, newsletter recipients, website users, customers and employees).

• Employee model contracts regarding the processing of employees’ personal data in 
marketing material.

Data security
• IT security policies, IT risk and compliance analysis, and description of the procedures for 

review of such policies. 
• An overview of all technical and organisational security measures.
• Data breach policies and data breach registry for the past five years.
• Data processing impact assessments.
• Details on the monitoring of emails, telephone, internet and social media use.
• Details about procedures for tracking employees (GPS tracking, time and attendance 

systems, etc) and the use of camera surveillance. 

Data subject rights
• Internal and external privacy policies or other policies or notices used to inform data subjects 

about the processing of their personal data in accordance with articles 13 and 14 of the GDPR.
• Details about the procedures in place to comply with articles 12 to 22 of the GDPR (data 

subject rights).
• An overview of data subject requests, claims or expected claims from data subjects for the 

past three years.

Data protection authority audits and criminal proceedings
• An overview of conducted or pending Data Protection Authority audits for the past five years. 
• An overview of any corrections or sanctions imposed by Data Protection Authorities for the 

past five years.
• An overview of any police reports, criminal proceedings or fines imposed regarding the target 

company’s processing of personal data.

Employee training
• Overview of awareness training ensuring that all employees comply with the target 

company’s policies when handling personal data. 

Data protection officer and representatives
• Assessment of whether a data protection officer has been appointed.

Disclosure of personal data
• An overview of any joint controllers and copies of any joint data controller agreements.
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• An overview of all data processors and copies of all data processor agreements.
• An overview of all transfers of personal data outside of the EU or EEA and the legal basis for 

the transfer including copies of any standard contractual clauses, transfer impact assess-
ment, binding corporate rules, etc.

• An overview of the latest data processors audit including any general audit manage-
ment policies.

Asset transfers
In contrast to share transfers, the ownership of the personal data included in an asset transfer 
and thus the identity of the data controller will change from the seller to the buyer when an asset 
transfer is closed. In a due diligence context, the seller’s obligations to establish a legitimate 
purpose and a legal basis for disclosure of personal data are similar to the target company’s 
obligations as described in this chapter regarding share transfers. However, when closing an 
asset transfer and handing over the assets, the change of ownership means that the seller 
must establish a legitimate purpose as well as a legal basis for transferring the personal data 
included in the asset transfer to the buyer. Moreover, for the same reason the buyer must ensure 
the legal basis for the buyer’s onward processing of the personal data. 

In general, a private customer database may be disclosed to the buyer when closing an 
asset transfer, but the transfer of the personal data from the seller to the buyer should, as a 
clear starting point, be based on the private customers’ consent in accordance with article 6(1)
(a) of the GDPR or on the parties’ legitimate interests in closing the transfer in accordance with 
article 6(1)(f) of the GDPR. The assessment of the legal basis for the seller’s transfer of the 
personal data and the buyer’s onward processing of the personal data must be assessed on a 
case-by-case basis considering the categories of personal data and the purposes for which they 
were initially collected. 

For example, if a cleaning company that provides a fixed subscription cleaning service 
to private customers purchase a private customer database from another cleaning company, 
the buyer may not subscribe the purchased customers to its services without the customers’ 
consent. Conversely, if a retail company purchases a private customer database, the stock and 
pending purchase orders from another retail company, the buyer is likely to be able to complete 
the order and consequently process the customers’ personal data on the basis of the parties’ 
legitimate interests in the customer receiving the purchased goods in accordance with article 
6(1)(f) of the GDPR. 

Post-closing
When completing the transaction, the target company will remain the data controller in relation 
to the personal data regarding its employees, customers, etc even though the ownership of the 
target company changes. 

If the target company is not part of a group and remains an independent company 
post-closure, the data privacy issues related to the transaction post-closure are limited, because 
there is no change of data controller, and the target company will as a starting point continue 
processing personal data as before the transaction. That said, it is important that the parties 
ensure that the personal data disclosed in the data room are deleted and that any personal data 
stored must also be deleted when the seller’s legitimate purpose for storage of the personal 
data ceases.
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However, if the target company is part of a group or is intended to be integrated in a new 
group post-closure (or both), several data privacy issues must be noted both by the selling group 
and the buying group, including that the selling group must assess how long it has a legitimate 
purpose for processing personal data regarding the target company’s employees, customers, 
etc and ensure that the personal data are deleted when the legitimate purpose ceases. 

Furthermore, the buyer must ensure that the data subjects are provided with the informa-
tion laid down in articles 13 and 14 of the GDPR, but the buyer must also ensure that the target 
company’s processing activities are or will be covered by the group’s existing data processing 
agreements, if the target company’s data are to be integrated in the group’s IT systems, and 
assess whether extending any inter-group data processing agreements is necessary. The buyer 
should also ensure that the target company’s employees are trained in the buyers’ policies on 
handling personal data. Furthermore, the buyer must ensure that any non-compliance issues 
found in the due diligence process are rectified. 

Concluding remarks
Both the seller and buyer in an M&A transaction must be aware of the comprehensive volume 
of personal data processed by companies in general and thus the data privacy issues related to 
an M&A transaction both in terms of the target company’s disclosure of personal data in the due 
diligence phase and in terms of the buyer being able to assess the risk of legal, reputational and 
other commercial exposure if the target company’s compliance level is insufficient. 
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